Apache NiFi User Guide
Step 1: Launch EC2 Instance

Launch an EC2 instance using the AMI: Supported AMIs-Apache NiFi

Make sure to configure the instance with the necessary security groups to allow inbound
traffic on port 80 (http) and 22 (for ssh).

Step 2: Access the EC2 Instance

Once the instance is running, use SSH to access the instance.
ssh -1 /path/to/your.pem ubuntu@your-instance-public-ip

Replace /path/to/your.pem with the path to your SSH key, and your-instance-public-ip with
the public IP of your EC2 instance.

Step 3: Verify Apache NiFi

systemctl status nifi

-172-31-17-233: /opt/nifi# systemctl status nifi

sten/nifi.sel enabled; preset: enabled)
ce Tue 2025-08-05 11:20:43 UTC; 3emin ago

stemd[1]: Starting ni
nifi.sh(572]: JAVA_HOME:
nifi.sh(572]: NIFI_HOME:
d[1]: Started nifi.se

You can verify that NiFi is running and listening on port 80 using the following command:

ss —tulnp | grep 80

root@ip-172-31-17-233:~# ss —tulnp | grep 80
tcp  LISTEN @ 50 *:80 * ik users:(("java",pid=854, fd=1726))
root@ip-172-31-17-233:~# I

You should see output indicating that NiFi is listening on port 80.

Step 4: Access Apache NiFi

Open your browser and navigate to:
http://your instance public ip E.g. http://34.224.102.226
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Thank You!



